Api key eklerken;

1. Api projesinin içine Middleware klasörü ApiKeyMiddleware class ı ekle. o classta bi satır silindi bi satır eklendi.
2. Env helper içine Cihan ın verdiği key i koy.
3. Program.cs e app.UseMiddleware<ApiKeyMiddleware>(); koy. Swagger dan sonra koy.

bearer token(jwt) eklerken

1)api projesi DependencyInjection klasörü aç. AddAuthWith.cs ekle içine.

2) entitis helper a iki class ı ekle.

3) program.cs’ e builder.Services.AddAuthWithSettings(); üzerine builder.Services.AddAuthWithSettings(); ekle.

Cihan ın attığı builder.Services.AddSwaggerGen(opt => koy.

4) Api projesine çift tıkla. <PropertyGroup> içine dockerdefaulttarget altınA <GenerateDocumentationFile>true</GenerateDocumentationFile> KOY.

5) controller kısmında

[ApiController] altına [Authorize(JwtBearerDefaults.AuthenticationScheme)] koy böylece tüm endpointlerde zorunlu olur.

[Authorize(JwtBearerDefaults.AuthenticationScheme, Roles="admin")] dersen role göre zorunlu olur.

[HttpPost("Create")] altına [AllowAnonymous] dersen o hariç olur.